A Robust Watermarking Scheme Based on Steerable Pyramid and Singular Value Decomposition
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Abstract

Most of the watermarking schemes that have been proposed until now are based on DCT, DFT, and DWT transformations. For this reason, this paper presents a new robust watermarking scheme based on Steerable Pyramid (SP) wavelet transform and singular value decomposition (SVD) for copyright protection and authenticity. SP transformation is applied to the original image with a number of scales and orientations accurately calculated. Low-pass band is selected and divided into blocks. After applying SVD on each block, watermarking process embeds the watermark by modifying coefficient of S component of each block. For each block we get a secret key that will be used for the extraction of the watermark. Peak signal to noise ratio (PSNR) is used to evaluate the watermarking schemes. Extracted watermark quality is evaluated by Normalized cross correlation (NC). Experimental results show the effectiveness of this method with good visual quality and resistance against several attacks.
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1 Introduction

With the fast development of data exchange techniques, frauds have increased. Most current information is stored in digital form. Exchange, distribution and processing of these data are becoming easier and out of control. For example, an image on the web can be saved, modified and transmitted over a network or on storage media without consideration of copyrights. For this reason, digital watermarking was born to protect intellectual property against the illegal duplication and manipulation. Watermarking is not only limited to copyright protection. It can be used for the following needs:

- Fingerprinting : used in order to monitor illegal copies of digital documents. The owner can insert various watermarks in the copies of the image. This allows, when an illegal copy is found to determine the identity of the person who violated the license.

- The steganography : used to transmit a secret message in a digital medium. This technique requires a perfect invisibility and solids concepts of cryptography.

- Data authentication : indicates whether the image has undergone change and where the modified regions are.

- Other applications: such as indexing image and monitor programs currently played on TV can be performed by the watermarking techniques.

Digital watermarking involves of embedding some types of digital data (logo, label and name) called watermark representing authors ownership and/or product user in the host image in order to use it if necessary to verify ownership and/or to distinguish product user. In literature, several watermarking techniques were presented and each one of them has its advantages and its inconveniences. A good watermarking approach must meet two main constraints: invisibility of the embedding watermark and robustness against attacks. Indeed, (1) no difference should be detected by human eye between the watermarked image and the original image, (2) as the watermarked image is usable, the watermark must always be detectable regardless of either changes applied to the watermarked image, and finally (3) only authorized persons may extract the watermark. Based on used domain to hide watermark in the host image, image watermarking schemes can be classified into two main categories: spatial domain [1] [2] [3] and frequency domain techniques [4] [5]. Spatial domain
schemes are less complex and not robust against various attacks. Watermark embedding and extracting is performed by manipulating directly the pixel intensity values of the original image. The most common simplest watermarking technique in the spatial domain is performed by manipulating the Least Significant Bit (LSB) of the original image [1][2]. Authors in [6], used human visual effects to adapt watermark embedding in their scheme in spatial domain. Frequency domain schemes are more robust compared to spatial domain schemes. This is due to the fact that watermarking process is performed by manipulating the coefficients of the corresponding transformed domain image of the original image. This technique makes the manipulation of the watermark harder for non authorized persons, because the watermark is distributed irregularly over the original image after the inverse transform. Kundur et al [7], proposed a multiresolution fusion based watermarking technique that incorporates a model of the human visual system (HVS). This watermarking process embeds a gray scale logo into wavelet transformed images. It is a non blind watermarking scheme, in which the original image is necessary to extract the watermark logo.

A few years ago, a new transform for watermarking named singular value decomposition (SVD) was introduced by Liu et al [8]. Makbol et al [9] proposed a watermarking algorithm in which the authors used Redundant Discrete Wavelet Transform (RDWT) and the Singular Value Decomposition (SVD) to embed a gray scale watermark image in the singular values of the RDWT sub-bands of the host image. Rastegar et al [10] presents a robust watermarking scheme that can survive against several attacks like: filtering, noise addition, and histogram. This method is based on finite Radon transform, singular value decomposition, and Discrete Wavelet Transform to embed Binary watermark image using middle frequencies of HL3 and LH3.

This paper is organized as follows. Section 2 describes the proposed method using steerable pyramid and singular value decomposition. Simulation results in Section 3 will show the performance of our scheme against several attacks. Finally, Section 4 concludes this paper.

## 2 PROPOSED METHOD

The proposed watermarking algorithm consists of two procedures: watermark embedding and watermark extraction procedure using steerable pyramid transform and singular value decomposition.

### 2.1 Steerable Pyramid Transform

In signal and image processing, recursive multi-scale transforms are widely used. One drawback of this transforms is the lack of translation invariance
especially in two-dimensional (2-D) signals [11]. To overcome this problem, the steerable pyramid wavelet has been proposed by Freeman and Simoncelli [11]. In this transform, an image is subdivided into a number of sub bands with different orientations. The image is decomposed into low pass and high pass sub bands, using steerable filters $L_0$ and $H_0$. Then, the low pass sub band is further decomposed into $1+K$ oriented sub-bands and a low pass sub band. The later low pass sub band is sub sampled by a factor of 2. A new decomposition is performed by repeating these steps to the later low sub band obtained. Fig. 1 represents System diagram for the first level of the steerable pyramid. Boxes represent filtering and sub sampling operations. $H_1$ is high pass filter, $L_0$ and $L_1$ are low pass filters and $B_i$ are oriented band pass filters.

![System diagram for the first level of the steerable pyramid](image)

Figure 1: Tree representation of one-level 2D steerable pyramid transform [12]

### 2.2 Singular Value Decomposition

Singular value decomposition for square matrices was discovered independently by Beltrami in 1873 and Jordan in 1874, and extended to rectangular matrices by Eckart and Young in the 1930s. Singular value decomposition (SVD) represents useful tools in signal processing and statistics. SVD could be useful in image hiding, image compression [13], noise reduction [14] and image watermarking. SVD is a factorization of real or complex matrix. Applying SVD on a matrix $n \times n$ decompose it into three sub matrices $[U, S, V]$ such that:

$$M = U \ast S \ast V^T$$

(1)

Where $U$ and $V$ are the orthogonal matrices (unitary). They are known as corresponding singular vectors and $S$ is a diagonal matrix. Diagonal elements of $S$ are the singular values and they satisfy the following property

$$S(1, 1) > S(2, 2) > S(3, 3) > \ldots > S(n, n)$$

(2)

In image processing field, SVD represents some benefits as follows:

- SVD could be applied to square or rectangle matrices.
- U and V matrices represent the geometry of the image and S matrix represents the luminance or color intensity of the image.

- Singular values of the image are less affected when applying general image processing attacks to the image.

\[ \text{Figure 2: on the left : Proposed watermark embedding scheme; on the right : Proposed watermark extraction scheme} \]

2.3 Watermark Embedding

The watermark embedding scheme is shown in Fig 2. The Steps of watermark embedding are as follow.

Step 1: The host image is transformed into steerable pyramid coefficients by using specific number of scales and orientations defined by the user.

Step 2: The low pass sub band is selected, and then divided into four non-overlapping blocks Bi.

Step 3: SVD is applied on block Bi to get three components Ui, Si, and Vi.

\[ B_i = U_i \, S_i \, V_i \]  \hspace{1cm} (3)

Step 4: Modify the Si with the watermark W.

\[ S_i = S_i + \alpha W \]  \hspace{1cm} (4)

Step 5: Apply SVD to the Si.

\[ S_i = U_2 \, S_2 \, V_2 \]  \hspace{1cm} (5)
Step 6: Key is obtained by applying inverse SVD.

\[ K_i = U^2 S_i V^2 \]  \hspace{1cm} (6)

Step 7: Watermarked block \( B_i \) is obtained by applying inverse SVD.

\[ B_i = U_i S^2 V_i \]  \hspace{1cm} (7)

Step 8: Repeat steps from 3 to 7 four times to get the complete key composed from four keys and to watermark the four blocks \( B_i \).

Step 9: apply inverse SP transform to get the watermarked image.

\begin{figure}
\centering
\includegraphics[width=0.8\textwidth]{watermark_images.png}
\caption{{(a) Cover image Baboon 512x512; (b) Cover image Peppers 512x512; (c) Cover image Lena 512x512; (d) Watermark image Cameraman 128x128; (e) Watermarked image Baboon 512x512; (f) Watermarked image Peppers 512x512; (g) Watermarked image Lena 512x512; (h) Extracted watermark image Cameraman 128x128;}}
\end{figure}

\section{2.4 Watermark Extraction}

The watermark extraction scheme is shown in Fig 2. In general, the extraction process is essentially the inverse of the embedding procedure. The Steps of watermark extraction are as follow.

Step 1: The watermarked image is transformed into steerable pyramid coefficients by using specific number of scales and orientations defined for the embedding process.

Step 2: The last low pass sub band \( B \) of the last scale is selected, and then divided into four non-overlapping blocks \( B_i \).
Step 3: SVD is applied on block $B_i$ to get three components $U_t$, $S_t$, and $V_t$.

$$B_i = U_t S_t V_t$$ \hspace{1cm} (8)

Step 4: Key image is divided into four non-overlapping blocks $K_i$, and then SVD is applied to the blocks $K_i$.

$$K_i = U_k S_k V_k$$ \hspace{1cm} (9)

Step 5: Apply inverse SVD to get $S_2$.

$$S_2 = U_k S_t V_k$$ \hspace{1cm} (10)

Step 6: Watermark $W_i$ is obtained as follow.

$$W_i = (S_2 - S_k)/\alpha$$ \hspace{1cm} (11)

Step 7: Repeat steps from 3 to 6 four times to get the watermark.

3 EXPERIMENTAL RESULTS

Before starting tests, optimal configuration values (scaling factor, Watermark size, number of orientations and number of scales) must be fixed. In our experiments, the scaling factor is 0.035. The size of the watermark depends on number of scales that is shown in Table 1. According to our watermarking scheme, we embed the same watermark with a size of 128x128 four times to produce a watermarking method more robust in case we lost some parts of the watermarked image. Embedding the same watermark image four times means that we embed an image with a size of 256x256. According to table 1, one scale is selected and according to table 2, best optimal value for the watermarked image is one orientation.

<table>
<thead>
<tr>
<th>Table 1: Size of the watermak image</th>
</tr>
</thead>
<tbody>
<tr>
<td>scales</td>
</tr>
<tr>
<td>Watermark size</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Table 2: PSNR of the Watermarked images</th>
</tr>
</thead>
<tbody>
<tr>
<td>Orientation</td>
</tr>
<tr>
<td>Baboon</td>
</tr>
<tr>
<td>Peppers</td>
</tr>
<tr>
<td>Lena</td>
</tr>
</tbody>
</table>
To test robustness of the proposed scheme against different attacks, a number of experiments are performed on the watermarked image. Tests are performed to the popular gray scale Baboon, Pepper and Lena images with size 512x512 as cover image and Cameraman image as watermark image.

Our watermarking scheme is evaluated with respect to two metrics: imper-
ceptibility and robustness. Results show that there are no perceptibly visual degradations on the watermarked images as shown in Fig 3. To test the robustness, different intentional and non-intentional attacks are tested on the proposed watermark scheme include pepper & salt, speckle noise, gaussian noise, gaussian filtering, median filtering, wiener filtering, resizing, rotation, cropping, histogram equalization, gamma correction, sharpening and JPEG compression. Table 2 shows Peak signal to noise ratio (PSNR) results obtained with different orientations. The PSNR is used to make sure that the perceptibility property is preserved by the proposed watermarking scheme and it is defined as:

$$PSNR = 10 \log_{10} \frac{255^2}{MSE}$$

(12)

Where MSE (Mean Square Error) is defined as:

$$MSE = \frac{1}{N} \sum_{i=1}^{N} (I_i - \hat{I}_i)^2$$

(13)

Table 3 shows the similarity between the extracted watermark and the original embedded watermark. This similarity is measured using normalized correlation (NC).

$$NC = \frac{\sum_{i=1}^{M} w_i \hat{w}_i}{\sqrt{\sum_{i=1}^{M} w_i \sum_{i=1}^{M} \hat{w}_i}}$$

(14)

Where N represents the number of pixels in the original (I) and watermarked (\(\hat{I}\)) image. M represents the number of pixels in the original (w) and extracted (\(\hat{w}\)) watermark image. The normalized correlation (NC) may take values between 0 (random relationship) to 1 (perfect linear relationship).

In order to assess the efficiency of the proposed watermarking scheme, three related watermarking schemes are incorporated for the comparison including Makbol et al [9], Lai et al [8] and Rastegar et al [10]. Comparison includes two metrics imperceptibility and robustness as mentioned above for tests.

**Table 4:** PSNR comparison of the watermarked image between our proposed method, Makbol et al [9], Lai et al [8] and Rastegar et al [10]

<table>
<thead>
<tr>
<th>Image</th>
<th>Proposed scheme</th>
<th>Makbol et al</th>
<th>Lai et al</th>
<th>Rastegar et al</th>
</tr>
</thead>
<tbody>
<tr>
<td>Lena</td>
<td>59.1271</td>
<td>54.0353</td>
<td>50.89</td>
<td>45.9337</td>
</tr>
<tr>
<td>Peppers</td>
<td>58.9436</td>
<td>54.1556</td>
<td>-</td>
<td>45.9543</td>
</tr>
<tr>
<td>Baboon</td>
<td>63.3675</td>
<td>55.9768</td>
<td>-</td>
<td>45.9228</td>
</tr>
</tbody>
</table>

The bold value is the best

Psnr comparison results in table 4 shows that Our proposed scheme achieved a high imperceptibility with all tested images (Pepper, Lena, and Baboon) against other schemes incorporated for the comparisons. In addition to the imperceptibility, our scheme achieved high robustness as shown in table 5 for all tested attacks compared to other schemes except gamma correction (0.7) attack where Lai et al [8] scheme has a better result comparing to us.
Table 5: Normalized correlation comparison of our scheme with Makbol et al [9], Lai et al [8] and Rastegar et al [10]

<table>
<thead>
<tr>
<th>Attack</th>
<th>Proposed scheme</th>
<th>Makbol et al</th>
<th>Lai et al</th>
<th>Rastegar et al</th>
</tr>
</thead>
<tbody>
<tr>
<td>Pepper &amp; salt noise (density 0.3)</td>
<td>0.9261</td>
<td>0.8926</td>
<td>-</td>
<td>0.8258</td>
</tr>
<tr>
<td>Speckle noise (var=0.01)</td>
<td>0.9949</td>
<td>0.952</td>
<td>-</td>
<td>0.9667</td>
</tr>
<tr>
<td>Gaussian noise (M=0, var=0.5)</td>
<td>0.9058</td>
<td>0.8935</td>
<td>-</td>
<td>0.82</td>
</tr>
<tr>
<td>Gaussian filtering (3x3)</td>
<td>0.9955</td>
<td>0.987</td>
<td>-</td>
<td>0.9843</td>
</tr>
<tr>
<td>Median filtering (3x3)</td>
<td>0.9948</td>
<td>0.982</td>
<td>0.9597</td>
<td>0.9706</td>
</tr>
<tr>
<td>Wiener filtering (3x3)</td>
<td>0.9907</td>
<td>0.984</td>
<td>-</td>
<td>0.9569</td>
</tr>
<tr>
<td>Sharpening</td>
<td>0.9901</td>
<td>0.932</td>
<td>-</td>
<td>0.9511</td>
</tr>
<tr>
<td>Histogram equalization</td>
<td>0.9956</td>
<td>0.990</td>
<td>0.9862</td>
<td>-</td>
</tr>
<tr>
<td>Gamma correction (0.7)</td>
<td>0.9947</td>
<td>0.9935</td>
<td>-</td>
<td>0.9982</td>
</tr>
<tr>
<td>Gamma correction (0.8)</td>
<td>0.9958</td>
<td>0.9950</td>
<td>-</td>
<td>0.9217</td>
</tr>
<tr>
<td>JPEG compression Q=30</td>
<td>0.9971</td>
<td>0.987</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>JPEG compression Q=10</td>
<td>0.9968</td>
<td>0.972</td>
<td>0.9772</td>
<td>0.9843</td>
</tr>
<tr>
<td>JPEG compression Q=5</td>
<td>0.9962</td>
<td>0.952</td>
<td>-</td>
<td>0.9354</td>
</tr>
<tr>
<td>Rotation (angle=2)</td>
<td>0.9978</td>
<td>0.981</td>
<td>-</td>
<td>0.9628</td>
</tr>
<tr>
<td>Rotation (angle=30)</td>
<td>0.9957</td>
<td>0.9823</td>
<td>0.9780</td>
<td>-</td>
</tr>
</tbody>
</table>

The bold value is the best.

Figure 5: Robustness comparison of the proposed scheme with Rastagar’s schemes [10] and Makbol’s schemes [9], (a) Pepper & salt noise (density 0.3); (b) Speckle noise (var=0.01); (c) Gaussian noise (M = 0, var=0.5); (d) Gaussian filtering (3x3); (e) Median filtering (3x3); (f) Wiener filtering (3x3); (g) Sharpening; (h) Histogram equalization; (i) Gamma correction (0.8); (j) JPEG compression Q=10; (k) JPEG compression Q=5; (l) Rotation (angle=2).

4 Conclusion

Due to lack of watermarking schemes based on steerable pyramid in the literature, a new robust watermarking scheme has been proposed based on Steerable Pyramid (SP) wavelet transform and singular value decomposition (SVD) for copyright protection and authenticity. The Experimental results of the proposed scheme have shown high perceptual quality of the watermarked image and excellent robustness against different intentional and non-intentional attacks like pepper & salt, speckle noise, gaussian noise, gaussian filtering, median filtering, wiener filtering, resizing, rotation, cropping, histogram equal-
ization, gamma correction, sharpening and JPEG compression.
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